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        Defusing space 'scope photobombs and more: Mitigating pollution from satellite RF transmissions
        Richard Speed

        'What do we need to do better?' El Reg talks to comms boss about the problem Interview  Scientists and engineers have been taken aback by the amount of radio interference generated by satellite constellations, and many are calling on standards bodies to improve operator performance....

      

      
        Welcome to Wendy's! Before your order can be taken, you must first reset this kiosk
        Richard Speed

        Do you want bork with that? Bork!Bork!Bork!  Today's example of bork-in-the-wild shows that Microsoft is not the only game in town when it comes to screens having an IT moment in public. No, there will be no orders on this Firefox-based drive-thru kiosk at Wendy's....

      

      
        How Microsoft gave customers what they wanted: An audience with Bill Gates
        Richard Speed

        Well kinda... Your call will be transferred to the next available assistant Microsoft had a special way of dealing with customers demanding to speak to its CEO. One that kept the customer happy without necessarily bothering His Billness....

      

      
        Nvidia DMs TSMC: please sir can I have some more? The Chinese are starved for H200s
        Tobias Mann

        GPUzilla has reportedly received orders for more than two million units With the sales ban lifted, Chinese tech giants, including ByteDance, are scrambling to secure orders for Nvidia's H200 graphics accelerators while they can. But will there be enough to satisfy demand?... 

      

      
        US Army seeks human AI officers to manage its battle bots
        Brandon Vigliarolo

        What, weekend warriors from Silicon Valley not good enough? The US Army has been all-in on becoming an AI-powered outfit for some time, and now it's creating a career path for officers to specialize in making its automation dreams come true. ...

      

      
        European Space Agency hit again as cybercrims claim 200 GB data up for sale
        Brandon Vigliarolo

        As in past incidents, ESA says the impact was limited to external systems The European Space Agency has suffered yet another security incident and, in keeping with past practice, says the impact is limited. Meanwhile, miscreants boast that they've made off with a trove of data, including what they claim are confidential documents, credentials, and source code....
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    Defusing space 'scope photobombs and more: Mitigating pollution from satellite RF transmissions

    
'What do we need to do better?' El Reg talks to comms boss about the problem    


    
        By 
Richard Speed        
    

    
        Posted in Science,
        
            1st January 2026 15:27 GMT
        
    


    
Interview Scientists and engineers have been taken aback by the amount of radio interference generated by satellite constellations, and many are calling on standards bodies to improve operator performance.
The photobombing of ground- and space-based telescopes by proliferating satellites in Low Earth Orbit has long vexed astronomers. As well as optical annoyances, radio astronomers are also encountering interference due to satellites communicating with ground stations.
In an interview with The Register, Tudor Williams, CTO of high-frequency RF communication company Filtronic, explained the problem, which is mainly related to satellite-to-ground transmissions (many large constellations, such as SpaceX's Starlink, use optical links for satellite-to-satellite communication, which don't cause the same issues.)
According to Williams, the problem comes from the side lobes of poorly designed antennas, where signals are unintentionally spread. The effect can be bands used for communications overlapping with observation bands, causing headaches for radio astronomers.
"In a badly designed antenna," Williams explains, "you get fairly strong lobes of signals that get sent in different directions."
But surely licensing and regulations should ensure this isn't an issue?
Yes, but the issue, according to Williams, is that until the satellites began launching, the issue had not been fully understood or anticipated from ground testing. "Maybe the regulations weren't as stringent as they should have been at the start," he says, "And as we start to get more data on this, we can obviously have more stringent guard bands and more stringent regulations going forward."
A "guard band" is a slice of radio spectrum between active bands that acts as a buffer to prevent signals from leaking from one channel into another.
"The designers," he says, "do the best they can, but sometimes there are errors in the process which mean leaks into the spectrum ... the authorities will define how much interference can be tolerated."
As the problem becomes better understood and companies like SpaceX work with scientists and regulators to devise improved hardware, the situation should start being mitigated. This, however, is small comfort to astronomers dealing with thousands of new sources of interference.
Williams acknowledges that retrofitting hardware to existing satellites is not a viable solution, but says, " They can do updates to things like the waveforms. The type of waveforms you've got through the amplifier has quite a big impact on spectral spreading. It'll stress the amplifiers in different ways.
"So you potentially could optimize the waveforms, using AI or whatever to actually control that and try and cause less distortion with even existing hardware.
"So you could potentially solve it from a baseband perspective."
It isn't only altruism that is encouraging good behavior from operators. "The more we see this happening," explains Williams, "the more that will push back into satellite operators because they'll be under pressure to behave. Because they have to control their spectrum.
"Everyone understands the problem. Everyone's aware of the problem. It's just... how bad is it? What problems is it causing? What do we need to do to be better?"


	Square Kilometre Array is so sensitive, its datacenter needs two Faraday cages to stop RF leaks


	Musk is messing with the Cosmic Dawn. Will alien hunters save the day for all mankind?


	DARPA skips the lab, will head to orbit to test space manufacturing tech


	Brit soldiers tune radio waves to fry drone swarms for pennies


Williams points out that satellite operators need their licenses, which will be tricky to renew if they behave badly and stomp over places where their signals don't belong. "I think," says Williams, "we need to have a co-existence of scientific missions and general broadband comms."
Starlink satellites, for example, are designed for a relatively short operational lifespan of around five years. As the interference problem becomes better understood and regulations tighten, there is an opportunity for hardware changes. "Would there be cost implications if you have to control it [the signal] better?" muses Williams. "Yes. Probably. Because it makes the design more complicated ... volume manufacturing and lots of satellites can add quite a lot of cost in the process."
Ultimately, while the light pollution of the night sky by the rapidly growing constellations of satellites is visible even to the naked eye, the scale of RF interference has been unexpected by many. According to Williams, "feedback into standards bodies will be pushed out to the satellite operators, and they'll have to have better performance systems going forward." (r)
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    Welcome to Wendy's! Before your order can be taken, you must first reset this kiosk

    
Do you want bork with that?    
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Richard Speed        
    

    
        Posted in Offbeat,
        
            1st January 2026 11:01 GMT
        
    


    
Bork!Bork!Bork! Today's example of bork-in-the-wild shows that Microsoft is not the only game in town when it comes to screens having an IT moment in public. No, there will be no orders on this Firefox-based drive-thru kiosk at Wendy's.
Wendy's is a fast-food chain, predominantly found in the US, with a few scattered locations elsewhere around the world. It is notable for serving square hamburger patties in round buns, and a few examples of the company's goods can be glimpsed in the menu - the "Baconator" sounds particularly alluring.
However, at this drive-thru, an eagle-eyed Register reader was offered a side of bork with his order, along with a plea to "Restart Firefox manually!"
[image: Error dialog on a Wendy's drive-thru kiosk screen]
Do you want bork with that? - click to enlarge


Exactly how that would be achieved with the limited resources available at the kiosk is unclear. Perhaps an overeager opening of the car door could jolt the system into action, or attaching a USB keyboard that every self-respecting IT professional carries at all times.
Whatever, despite the professionalism evident in the zip ties and sticky tape holding the kiosk's enclosure together, Firefox is not cooperating. The browser appears to be running in Kiosk mode (although there are several possibilities for what mKiosk might be in this context).
The purpose of Kiosk mode in Firefox, as well as elsewhere, is to keep things as simple as possible. User access is intentionally limited, and the expectation is that the kiosk operator will have configured the hardware to deal with every eventuality. In this instance, however, it appears that some sort of reset is underway which has resulted in a clearing of settings and a request to restart the browser.
Somewhere, an engineer has doubtless been notified of an issue and will at some point issue a remote reset command. Although when presented with the mouthwatering alternative of a Baconator instead of immediately hitting the remote reset button ... well, we know what we'd do.
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    How Microsoft gave customers what they wanted: An audience with Bill Gates

    
Well kinda... Your call will be transferred to the next available assistant    


    
        By 
Richard Speed        
    

    
        Posted in AI + ML,
        
            1st January 2026 09:30 GMT
        
    


    
Microsoft had a special way of dealing with customers demanding to speak to its CEO. One that kept the customer happy without necessarily bothering His Billness.
According to veteran Microsoft engineer Raymond Chen, there was a procedure followed by product support staff if a customer (presumably a prized customer) became irate enough during a call to demand to speak with Bill Gates.
Chen recalled a colleague in product support explaining the process. First, there would be apologies for not resolving the issue to the customer's satisfaction. If that failed to smooth ruffled feathers and the demands to speak to The Boss continued, then the magic happened.
Chen went on: "The customer was transferred to a special internal phone number, and when the operators saw a call on that line, they took the call and said, "Bill Gates's office."
Of course, the operator wasn't actually in Bill Gates's office. Instead, they were pretending to be Gates's secretary. Their only job was to say that Bill Gates was unavailable and to pass on the customer's complaint and contact details.
The information was then sent back to the tech support team with a note to ensure that whoever called the customer back opened with something like "Bill Gates asked me to contact you to follow up on an issue you had earlier."


	Windows keeps obsolete strings forever to avoid breaking translations


	To solve compatibility issues, Microsoft would quietly patch other people's code


	Microsoft finance slang defines the eternal optimist: The 'hockey stick on wheels'


	Microsoft's ancient icon library still lurks deep within Windows 11


It all smacks of a different era at Microsoft, not least because (a) getting hold of a human in the company's support team and (b) having a query answered is enough of a challenge these days without demanding to talk to Satya Nadella as well.
Gates handed over his role as CEO to Steve Ballmer in 2000. Ballmer was succeeded by Satya Nadella in 2014. While Chen could not confirm if Gates ever looked at the list of calls, we do know that someone certainly monitored his email account. How? A Register reader told us previously that, back in 1996, they fired off an irate email to billg@microsoft.com - after which they were quickly contacted by a Microsoft engineer who appeared exceedingly keen to solve their Excel issue.
Sadly, unless a customer is very important to Microsoft's bottom line or has spent enough on getting the personal touch from the company's support team, they are unlikely to make much headway in similarly escalating their complaint in the modern era of AI and Copilot. (r)
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    Nvidia DMs TSMC: please sir can I have some more? The Chinese are starved for H200s

    
GPUzilla has reportedly received orders for more than two million units    
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            31st December 2025 19:55 GMT
        
    


    
With the sales ban lifted, Chinese tech giants, including ByteDance, are scrambling to secure orders for Nvidia's H200 graphics accelerators while they can. But will there be enough to satisfy demand?
Citing multiple sources familiar with the matter, Reuters reports Chinese companies have placed orders for more than 2 million of the chips. That's up from the 40,000 to 80,000 initial orders reported last week.
But with just 700,000 of the now two-year-old AI accelerators in stock, Nvidia has reportedly approached TSMC to ramp production of the chips. The H200 uses TSMC's 4N process, a slightly older version of technology used by its higher-performance Blackwell parts (4NP), which remain unavailable in China.
Nvidia doesn't anticipate sales of H200s in China will have any impact on chip supplies to US customers.
"Offering the H200 to approved commercial customers, vetted by the Department of Commerce, strikes a thoughtful balance," a company spokesperson told The Register and other outlets. "China is a highly competitive market with rapidly growing local chip suppliers. Blocking all U.S. exports undercut our national and economic security and only benefited foreign competition."
Shipments of the newly minted chips are expected to begin in the second half of 2026 with 8-GPU systems said to sell for around 1.5 million yuan (about $215,000).
Despite its advancing age, the H200 is the most powerful GPU Nvidia can sell in China. Biden-era export controls had capped the performance of chips sold in the Middle Kingdom, but earlier this month, the Trump administration made an exception for H200 shipments if Nvidia agreed to cut Uncle Sam in on 25 percent of the revenues.
Compared to Nvidia's H20 -- a cut-down version of the H200 built to comply with US export controls -- that extra zero translates into a pretty big performance jump, particularly for compute-intensive AI training workloads.
The H200 offers 6x faster floating point performance, 50 percent more HBM3e and 20 percent higher memory bandwidth.
ByteDance is apparently one of several Chinese hyperscalers lining up for the chips. According to the South China Morning Post, the TikTok parent plans to buy roughly $14 billion worth of H200s.


	When the AI bubble pops, Nvidia becomes the most important software company overnight


	Nvidia spends $5B on Intel bailout, instantly gets $2.5B richer


	AMD Strix Halo vs Nvidia DGX Spark: Which AI workstation comes out on top?


	Nvidia wasting no time to flog H200s in China


However, there is no guarantee that those chips will ever make it to mainland China. While the US government has signed off on H200 sales to China, Beijing has not.
In response to US trade policies governing AI chip and semiconductor equipment sales, Chinese authorities have begun pressuring hyperscalers in the region to ditch Nvidia for domestic alternatives.
The nation has also moved to block state-funded datacenters from using foreign AI chips, while warning of potential backdoors or remote kill switches -- allegations Nvidia has fervently denied. (r)
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    US Army seeks human AI officers to manage its battle bots

    
What, weekend warriors from Silicon Valley not good enough?    


    
        By 
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The US Army has been all-in on becoming an AI-powered outfit for some time, and now it's creating a career path for officers to specialize in making its automation dreams come true. 
The new AI/ML officer area of concentration will begin accepting candidates from the Army's existing officer corps in January through the Volunteer Transfer Incentive Program, according to an announcement published Tuesday. It's not clear how many AI officers the Army plans to train as part of its initial cadre of candidates, but it wants to have all of them formally reclassified by the end of the 2026 fiscal year. 
Training will be at the "graduate level," according to the Army, and will focus on giving AI officer candidates "hands-on experience in building, deploying, and maintaining the Army's cutting-edge AI-enabled systems." 
As we've reported over the past couple of years, those systems are numerous. The Army has signed deals with OpenAI to run pilot programs in developing warfighting and enterprise domain AI systems, has signed a massive $10 billion contract with Palantir to provide various AI and ML services for the next decade, and has brought in smaller outfits to use AI for things like target tracking. 
Young Bang, the US Army's deputy assistant secretary for acquisition, logistics, and technology under the Biden administration, said last year that the Army didn't want to get into the business of developing its own AI systems when the private sector was already doing such a great job.


	US Army straps on another mixed-reality gamble with Anduril, Rivet


	US Army should ditch tanks for AI drones, says Eric Schmidt


	US Army drafts AI to combat recruitment shortfall


	US Army turns to 'Scylla' AI to protect depot


"We want to adopt third-party-generated AI algorithms as fast as y'all are building them," Bang told the industry at an AWS conference last summer. 
In short, there are a lot of commercial AI systems floating around in the Army's ecosystem but, until later next year, no dedicated force of uniformed experts with the expertise and career longevity the branch needs to get them working at peak efficiency. 
"Establishing the ... AI/ML career path is another key investment to maintain our decisive edge as an Army," Army spokesperson Lieutenant Colonel Orlandon Howard said in the Army's statement. "We're building a dedicated cadre of in-house experts who will be at the forefront of integrating AI and machine learning across our warfighting functions."
We suppose the Army could only get so much work out of a bunch of weekend warrior Silicon Valley types who never went through the most basic of officer training before earning their Lieutenant Colonel commissions in a Reserve detachment, where they serve as AI planning and ops consultants.
The actual Army officers who'll be filling the roles of AI/ML experts for the rest of the service can theoretically come from any background, though the Army said it'll be prioritizing volunteers "with advanced academic and technical backgrounds in fields related to AI/ML." (r)
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    European Space Agency hit again as cybercrims claim 200 GB data up for sale

    
As in past incidents, ESA says the impact was limited to external systems    
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The European Space Agency has suffered yet another security incident and, in keeping with past practice, says the impact is limited. Meanwhile, miscreants boast that they've made off with a trove of data, including what they claim are confidential documents, credentials, and source code.
While the ESA said it's aware of a security incident, it added in an X post on Tuesday that the breach may have impacted only "a very small number of external servers" used to support unclassified engineering and scientific collaboration.
"We have initiated a forensic security analysis--currently in progress--and implemented measures to secure any potentially affected devices," the ESA added. "All relevant stakeholders have been informed, and we will provide further updates as soon as additional information becomes available."
That's in contrast to what one cybercriminal posted in their offer of over 200 GB of ESA data for sale on the still-not-dead BreachForums the day after Christmas, according to screenshots grabbed from the seemingly impossible-to-kill cybercrime forum.
According to the alleged attacker, they gained access to ESA-linked external servers on December 18, and were connected "for about a week," during which they claim to have stolen source code files, CI/CD pipelines, API and access tokens, confidential documents, configuration files, Terraform files, SQL files, hardcoded credentials, and a dump of "all their private Bitbucket repositories as well." 
We reached out to the ESA to get more information about the status of its investigation, and more specifics on what sort of servers were breached, but didn't hear back, with an automated response informing us that the Agency's offices are closed for the New Year holiday. 


	Canada ups its European Space Agency bet 10x with $376M


	UK sinks to fifth in ESA funding league behind Spain


	ESA tests bacterial powder to feed Moon and Mars crews


	Why blow up satellites when you can just hack them?


As noted above, this isn't the first time the ESA has experienced a security incident, nor the first time it has said the affected systems were external to its core networks.
The Space Agency's online store was hit by attackers last year shortly before the Christmas holiday, with miscreants inserting a fake payment page to nab customer info while unsuspecting users were shopping for space-themed holiday gifts. The ESA, naturally, said it's not in charge of its own online store. 
A trio of ESA domains was compromised in 2015 via an SQL vulnerability, resulting in the theft and leak of information belonging to thousands of subscribers and some ESA staff.
Just a few years prior to that, in 2011, the ESA was also breached, with an attacker publishing administrator, content management, FTP login credentials, and Apache server config files online for all to see. As was the case with this latest incident and last year's store attack, the ESA said the 2011 breach didn't affect the Agency's internal networks.
Fair enough - but this sure feels like a pattern. (r)
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